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luyifeng@shaw.ca

From: Feng Li Acupuncture <no-reply@acuperfectwebsites.com>
Sent: April 11, 2023 10:51 PM
To: luyifeng@shaw.ca
Subject: CONTACT FORM: Testimonial Submission

From: Nannie Jorgensen - hacker@escolateca.com 
Phone: 06386 49 94 54 
Subject: Testimonial Submission  

Message Body: 
We have hacked your website fengliacupuncture.com and extracted your databases. This was due to the security holes 
you had in your your site/server which have gained us remote control of everything that was on the server.  

Our team is mostly interested in customer, administrative, and employee information which we have extracted through 
your databases once we got remote control over the server. It still needs to be sorted out but it will be well-organized 
once finished. First, we will be going through the emails/sms information and contacting the recipient how you held in 
disregard about their information being exposed to a hacking group when you could have stopped it. This would be 
detrimental to your personal image with these relationships with these people. Lastly, now that we have information 
not only will we be monetizing off it with our methods but made public or sold to other people that will do whatever 
they wish with the information also after we are done.  

Now you can put a stop to this by paying a $3000 fee (0.10 BTC) in bitcoin to the address 
33Mw16wNgvQZHzmS87MCTJ3ZAJBowre1rd We will be notified of payment which we will then delete the information 
we have obtained, patch the hole in the site/server which we got in and remove you from any future targeting in the 
future. You have 72 hours in doing so after viewing this message or the series of steps will commence. You can obtain 
bitcoin through such services such as paxful.com or do a search on bing.com  

-- 
This mail is sent via the contact form on your clinic website  


